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SHIiELD and GDPR
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Security and Compliance

Modelling
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Successful demo in Edinburgh
At the Edinburgh meetng in June 2018 Symphonic Sofware successfully
i mpl ement d€Coms eftéMeidsulscui te of access manage'\r/pent s%fware
e or mat o.n abou} T
all ows patent consent data to be captured and converted via confgur :
dataacess permit or deny decisions. Consent dé?gé Wos' ke £t uP & A9 ahed
for easy input, viewing and updatng of the tten consent data. A d
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I nformaton Point facilitates the storage and ﬁar ng of consent inf
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Symphonic Policy Administraton Point (PAP) G@higtrdAPI. A Symphonic |
operates on the consent data using policies defned in the PAP to pr
decisions for data access requests.
More about Symphpeait/ Bofvwaymphonicsof . com/
DevOps in SHIELD
DevOps plays an important role in SHi ELD. DevOps
facilitate a close collaboraton between sof ware
devel opment and operaton. This approach enabl es
more rapid and frequent deployment of sofware
into the producton environment. The keyword in
DevOps philosophy is contnuity in respect to inte-
graton, testng and deployment. The SHi ELD DevOps
tools enable: a) modelling of security and privacy
threats at design tme; b) sofware paterns of security and privacy a\
data storage and data exchange; ¢) monitoring tools that enable to
at runt me.
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MCCSIS 2018
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EPSOS Bootcamp
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